# Mob. No: - +91 9908510331

**Email:** [**srimanthyadav133@gmail.com**](mailto:srimanthyadav133@gmail.com)

**LinkedIn:** [**https://www.linkedin.com/in/srimanth-janga-b2b0a11a6**](https://www.linkedin.com/in/srimanth-janga-b2b0a11a6)

**Career objective:**

Seeking a challenging position where I can enjoy the work and contribute my skills asa professional, possessing competent Technical Skills which will help me to grow in Information Security.

Currently working as an Information Security Consultant with a passion for security, having **1 year** of experience in **Compliance** Over the time, I have gained knowledge **ISMS (Information Security Management System)**

# Professional Summary:

* Having **1 year** of experience in Compliance as Information Security Associate Consultant.
* Experienced in ISMS **ISO 27001** as Lead Auditor.
* Reviewing the policies and controls and **creating the Checklist**.

# Knowledge Risk management and finding risk and report preparation.

* **Creating Risk Assessment & Treatment table** based on requirement of ISMS.
* Analyzing the documents and planning the audit meetings.
* Knowledge on **Business Impact Analysis.**
* Basic knowledge of **ISO31000 Risk Management.**
* Having good Knowledge of Basics of Networking and Network penetration testing.
* skilled in Excel creation.

**Technical Skills:**

**Java:**

* OOPS Concepts like
* Abstraction.
* Encapsulation.
* Inheritance.
* Polymorphism.
* Worked on Installation of java (offline, online) mode.
* Worked on Installation of java in Linux.
* Knowledge on Java Development Kit (JDK).
* Knowledge on Java Virtual Machine (JVM).
* Basic knowledge on java features like java IO improvements.

**Compliance:**

ISO 27001 Information Security Management System, Basics on ISO 22301 Business Continuity Management System| PCI-DSS| Risk management. Implementing the controls and monitoring the Lead documents. Risk Assessment & Treatment Report Generation.

**Basics of Networking**:

* + Network Devices (Router, Hub, Switch, Bridge)
  + Good Knowledge on TCP concept and 3-way Handshake
  + OSI and TCP/IP Layers.
  + OSINT Framework Tools information gathering.

**Network Penetration testing**:

* + - Skilled in using OSINT framework tools.
    - Networking Scanning tools: Nmap, Nessus.

**Responsibilities**:

* Implementing the Lead Documents.
* Review the policies of organization usage only.
* Creating Checklist.
* SOP creation for the output reviews.
* Physical walkthrough for all the locations for Internal Audit.
* Part of SOC2 compliance implementation.
* Part of SOC1 compliance implementation.
* Worked on password policy creation.
* Part of Auditing IT team for assets.
* Auditing logical access and physical access.
* Part of auditing the HR for Attendance policy, Leave policy & Reimbursement policies
* Auditing the finance team regarding Account Payable.
* Conducting awareness training for employees.

**Projects**:

SOC 2 Type II Implementation

SOC 1 Type II Implementation

**Work Experience**:

|  |  |  |  |  |
| --- | --- | --- | --- | --- |
| **Organization** | **Designation** | **Year** | | **Profile** |
| **From** | **To** |
| Lancesoftss India | Associate Consultant | Feb-22 | Dec-22 | ISMS ISO 27001 Lead Auditor/  Infosec Analyst |

**Certifications:**

* **Certified Ethical Hacker (CEH)-v11**
* **Certified as ISO 27001 LA -** ISMS

**Education**:

* B.Tech from Balaji Institute of Technology & science
* Intermediate from Narayana Junior College
* SSC from Balajyothi High School

**Declaration**:

I hereby declare that all the above-mentioned Information is in accordance with the fact or Truth up to my knowledge and I bear the responsibilities for the correctness of above-mentioned particulars.

# (Srimanth Janga)